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*** START OF CHANGES ***
10.3.5.1.1
Authorized user remotely changes another MCPTT user's affiliated MCPTT group(s) – mandatory mode

Procedure for the authorized user to remotely change another MCPTT user's affiliated MCPTT group(s) without requiring target user's approval is described in figure 10.3.5.1.1-1.

Pre-conditions:
-
The MCPTT client 1 (authorized user) has already been provisioned (statically or dynamically) with the target MCPTT user's information and its group information, that target MCPTT user 2 is allowed to be affiliated;
-
The primary MCPTT server may have retrieved the user/group policy e.g. information regarding user(s) authorization to affiliate to MCPTT group(s), priority, and other related meta-data.
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 Figure 10.3.5.1.1-1: Remotely change MCPTT group affiliation – mandatory mode
1.
When an authorized user requires one or more MCPTT users to change the affiliation to an MCPTT group or set of MCPTT groups, the MCPTT client 1 of the authorized user 1 sends MCPTT group affiliation change request with the indication of mandatory mode to the primary MCPTT server. The information (i.e. target MCPTT user(s) ID, MCPTT group(s) ID) used to indicate the change of the affiliation relationship between the target MCPTT user 2 and the MCPTT group(s) shall be included.

2.
The primary MCPTT server shall check if the MCPTT user 1 is authorized to initiate the change of the affiliation relationship between the target user 2 and the MCPTT group(s). The primary MCPTT server shall check if the target MCPTT user(s) are authorized for the requested affiliation relationship based on the user subscription. The primary MCPTT server also performs the check for the maximum limit on the total number (N2) of MCPTT groups that the user can be affiliated to simultaneously.

3a.
The primary MCPTT server checks if the group policy is locally cached. If the group policy is not locally cached on the MCPTT server, then, the MCPTT server subscribes to the group policy from the group management server.

3b.
The primary MCPTT server receives the group policy from the group management server via notification and locally caches the group policy information.

4.
Based on the group policy, the primary MCPTT server checks if the target MCPTT user 2 is authorized to affiliate or de-affiliate to the MCPTT group(s). It is possible that the target MCPTT user 2 affiliates to one or several MCPTT groups and also de-affiliates from one or more MCPTT groups. 

5.
If the target MCPTT user 2 is authorized to affiliate or de-affiliate to the MCPTT group(s) then the primary MCPTT server stores the new affiliation status of the target MCPTT user 2 for the MCPTT group(s).

6.
The primary MCPTT server updates the group management server with the affiliation status of the MCPTT user 2 for the MCPTT group(s).
7a.
The primary MCPTT server sends the MCPTT group affiliation change request with the indication of mandatory mode to MCPTT client 2 of the target MCPTT user 2. The target MCPTT user 2 receives the latest information about the affiliated MCPTT groups. Further the MCPTT client 2 may subscribe for the affiliated MCPTT groups information with the group management server.

7b. If the target MCPTT user 2 provides a response to the primary MCPTT server.
8.
The primary MCPTT server sends the MCPTT group affiliation change response to MCPTT client 1.

NOTE:
Steps 6, 7a, 7b and 8 can occur in any order or in parallel, with the restriction that step 7b can only occur if step 7a occurred.

*** NEXT CHANGE ***
10.6.2.4.2
Group call for temporary group formed by group regroup procedure involving multiple MCPTT systems via trusted mode
Figure 10.6.2.4.2-1 illustrates a group call involving a temporary group formed by group regroup from multiple MCPTT systems. The protocol followed may be SIP. 

Pre-conditions:

1.
The security aspects of sharing the user information between primary and partner MCPTT systems shall be governed as per the service provider agreement between them. In this case, we consider the partner MCPTT system shares their users' information to the primary MCPTT system.

2.
The MCPTT user belongs to an MCPTT group hosted by the primary MCPTT system.

3.
A temporary group is formed by authorized MCPTT user/dispatcher by the group regroup procedure (subclause 10.4.4.2) and identified via a temporary group ID.

4.
The MCPTT group members of the constituent MCPTT groups belonging to the temporary group are affiliated to participate in a group call for the temporary group.

5.
The authorized MCPTT user/dispatcher created the temporary group on the MCPTT server of the primary MCPTT system.

6.
The constituent groups of the temporary group may belong to MCPTT servers of the partner MCPTT systems.
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Figure 10.6.2.4.2-1: Group call involving temporary group formed by group regroup from multiple MCPTT systems
1.
The affiliated MCPTT user via MCPTT client initiates a group call with a group id. A call setup message with the group id is routed to the MCPTT server of the primary MCPTT system, which owns the temporary group formed by group regroup procedure, and is also where the authorized MCPTT user/dispatcher has created the temporary group. The group id will be a temporary group identity.

2.
The MCPTT server of the primary MCPTT system gets the group information (either from group management server or itself) including the constituent MCPTT groups' identities, and other related data. 

3.
The MCPTT server of the primary MCPTT system may interrogate the MCPTT server of the partner MCPTT system for the affiliated group 2 members. 

4.
The MCPTT server of the partner MCPTT system responds with a list of the affiliated group members of group 2.

NOTE 1:
Steps 3 and 4 do not occur if the constituent groups' information is available and up to date at primary MCPTT system due to the procedure for temporary group formation as defined in subclause 10.4.4.2.
5.
The MCPTT server of the primary MCPTT system verifies the commencement policies of the temporary group, and initiates a call invitation or call notification to the affiliated members of groups 1 and 2.

6.
The MCPTT server of the primary MCPTT system provides a call setup complete response via a call setup complete message to the MCPTT UE of authorized MCPTT user/dispatcher upon receiving responses to the call invitations sent to members of primary and partner MCPTT systems. The call setup complete response will consist of the success or failure result and/or detailed reason information in case of failure.

7.
Upon successful call setup completion a group call is established for the group members belonging to constituent groups of multiple MCPTT systems.

NOTE 2:
MCPTT clients are generally aware that their (constituent) groups have been regrouped (e.g., see subclause 10.1.5.3); however, if not, the partner MCPTT server of the constituent group can also respond to a group call request with a redirection response, such as "moved temporarily" that includes the group URI of the temporary group formed by group regroup procedure.
*** NEXT CHANGE ***
10.6.2.6.3.2
MCPTT emergency state cancel

The procedure focuses on the case where an MCPTT client has initiated an MCPTT emergency alert and entered the emergency state, and wishes to cancel this state, informing the MCPTT server and other group members of this cancellation. By doing so, the MCPTT client may also request the cancellation of the ongoing emergency condition in the group.
Procedures in figure 10.6.2.6.3.2-1 are the signalling control plane procedures for the MCPTT client cancelling an MCPTT emergency state with an MCPTT group i.e., MCPTT users on MCPTT client 1, MCPTT client 2 and MCPTT client 3 belong to the same MCPTT group which is defined on MCPTT group management server.

NOTE 1:
For simplicity, a single MCPTT server is shown in place of a user home MCPTT server and a group hosting MCPTT server.

Pre-conditions:

1.
The MCPTT client 1 had previously successfully initiated an MCPTT emergency alert. 

2.
The MCPTT client 1 is still in the emergency state.

3.
The initiating MCPTT client 1 has affiliated with the MCPTT group designated as the MCPTT emergency group.
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Figure 10.6.2.6.3.2-1 MCPTT emergency state cancel
1.
The user at the MCPTT client 1 initiates an MCPTT emergency state cancel. 

NOTE 2:
The MCPTT emergency state cancel request carries an indication to also request that the in-progress emergency is to be cancelled. The MCPTT server can accept or deny the request to cancel the ongoing emergency condition of the group as a whole, separately from accepting or denying the request to cancel the emergency state at MCPTT client 1. Additionally, an authorized user can cancel either or both the ongoing emergency condition of the group and the initiator's local MCPTT emergency state.
2.
MCPTT client 1 requests the MCPTT server to send an MCPTT emergency state cancel to the MCPTT group to which MCPTT client 1 had previously sent the emergency alert. 

3.
MCPTT server resolves the MCPTT group ID to determine the members of that MCPTT group and their affiliation status, based on the information from group management server.

4.
The MCPTT server confirms to MCPTT client 1 the MCPTT emergency state cancel request. MCPTT client 1 resets its emergency state.

5.
The MCPTT server sends an MCPTT emergency state cancel request towards the MCPTT clients of each of those affiliated MCPTT group members. 

6.
MCPTT users are notified of the MCPTT emergency state cancellation of MCPTT client 1.

7.
The receiving MCPTT clients acknowledge the MCPTT emergency state cancel to the MCPTT server. For a multicast call scenario, these acknowledgements are not sent.
*** NEXT CHANGE ***
10.9.2.3.1
Successful floor taken (No floor contention)

If a floor arbitrator still exists, the expected behaviour for floor requests during periods of silence is described in subclauses 10.9.2.5 and 10.9.2.6 (with the exception that no media was being generated prior to the floor request).

If a floor arbitrator does not exist, figure 10.9.2.3.1-1 shows the successful high level floor control procedure during periods when there is no detectable talker.

NOTE 1:
The description also applies to private calls.

Pre-conditions: 

1.
An off-network group call had been established and all MCPTT clients have the call parameters. No participant is currently talking and no floor arbitrator is identified.
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Figure 10.9.2.3.1-1: Successful floor taken flow (No floor contention)
1.
The MCPTT client 1 sends the floor request message to the MCPTT group. 
2.
The MCPTT client 1 does not detect any floor contention. Floor contention occurs when multiple floor requests may exist simultaneously.

NOTE 2:
The mechanism for detecting floor contention is out of scope of the present document. 

3.
The MCPTT client 1 sends the floor taken message to the MCPTT group. 
4.
The user gets a notification that the floor request was successful (the floor has been granted).
5.
The MCPTT client 1 begins voice transmission.

*** NEXT CHANGE ***
10.9.2.5
Floor request during speaking with queue

Figure 10.9.2.5-1 shows the high level procedure that the floor control is conducted when the MCPTT off-network session is already established among MCPTT floor participants and while voice media is transmitting. In the case, MCPTT clients should support queue function. The current speaking MCPTT client acting as the floor arbitrator put the floor request into the queue list when receiving the floor request from other MCPTT clients. This procedure happens while voice media is transmitting. In the flow, MCPTT client 1 transmits the voice media to the MCPTT group and acts as the floor arbitrator.
NOTE:
The description only applies to group calls.
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Figure 10.9.2.5-1: Floor request during speaking with queue
1.
MCPTT client 1 is transmitting voice media to the MCPTT group. 

2.
MCPTT client 2 sends the floor request message to the MCPTT group. 

3.
MCPTT client 1 acting as the floor arbitrator put the floor request of MCPTT client 2 into the queue list. 

4.
MCPTT client 1 sends the queue position info message with the queuing status regarding the floor request of MCPTT client 2 in order to inform the floor request is queued. 

5.
MCPTT client 1 sends the floor granted message to the MCPTT group when releasing the floor. The message contains the MCPTT ID to be granted to send the voice media, and queue list, if any. MCPTT client 1 may include the maximum duration that MCPTT client 2 transmits in the floor granted message.
6.
MCPTT client 2 sends the voice media when receiving the floor granted message and being granted as next speaker in the floor granted message. In addition, MCPTT client 2 becomes the floor arbitrator.

*** NEXT CHANGE ***
10.10.4.2
Procedure

In figure 10.10.4.2-1 the MCPTT client 1 is the client that initiate an MCPTT chat group call and also the transmitting client. MCPTT client 1 may, but does not have to be in an MBMS service area. The MCPTT client 2 and MCPTT client 3 represents MCPTT clients receiving the MCPTT call over an MBMS bearer. There may be other receiving clients both over unicast bearers and over this or other MBMS bearer(s), however they are not illustrated in this figure.
The same procedure as for chat group call can also be applied for pre-arranged calls. However that requires that the pre-arranged sessions are already active. If a pre-arranged group session is initiated the use of pre-established sessions are required.

Editor's note:
It is FFS if pre-arranged call using MBMS can be supported without the use of pre-established session.

Pre-conditions: 

· All users participating in the MCPTT group call are already affiliated to the group.
· All participating users have joined the group session.
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Figure 10.10.4.2-1: Chat group call connect on MBMS bearer

1.
Activation and announcement of MBMS bearer availability.

NOTE 1:
The procedure does not include the steps for MCPTT client location reporting, or for MBMS capability information exchange. 

2.
MCPTT client 1 initiate the MCPTT group call by sending an initial floor request over a unicast bearer to the MCPTT server (reference point MCPTT-4).

3.
The MCPTT server will send a  MapGroupToBearer message over a previously activated MBMS bearer to all users that will receive the call over an MBMS bearer. The MapGroupToBearer message includes association information between the group call and MBMS bearer. The  MapGroupToBearer message includes MCPTT group ID and an identifier of the media stream in the activated MBMS bearer and may include the identifier (i.e. the TMGI) of the MBMS bearer broadcasting the call.. The message is sent over reference point MCPTT-9.
NOTE 2:
Step 3 can be deferred until step 5 and the MapGroupToBearer message can then be included in the floor taken message.

4.
The MCPTT server grants the right to transmit for MCPTT client 1 and by that sends a floor grant message to the MCPTT client 1. This message is sent over a unicast bearer (reference point MCPTT-4).

5.
A floor taken message is sent from the MCPTT server to all receiving users. This message includes the MCPTT ID of the transmitting MCPTT client as well as the MCPTT group ID. The message is sent over a MBMS bearer to all users that have previously been setup to receive calls over the MBMS bearer. The message is sent over reference point MCPTT-9.

6.
The media is sent from MCPTT client 1 to the MCPTT server over unicast and from the MCPTT server to the MCPTT client 2 and MCPTT client 3 over MBMS bearer.

NOTE 3:
Additional floor request messages in the same call will not trigger the MapGroupToBearer message to be sent.

Figure 10.10.4.2-2 shows the high level procedure where a UnmapGroupFromBearer message is sent by the MCPTT server to the MCPTT clients to indicate that the MCPTT group call is being dissociated from the MBMS bearer.
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Figure 10.10.4.2-2: Chat group call disconnect on MBMS bearer

1.
An MCPTT group call is ongoing; the media is broadcasted over MBMS bearer to MCPTT client 2 and MCPTT client 3.

2.
MCPTT server has determined to disconnect the call over the MBMS bearer for the MCPTT clients

3.
An UnmapGroupFromBearer message is sent by the MCPTT server to MCPTT client 2, MCPTT client 3 and possibly to MCPTT client 1 (if in MBMS coverage area) on MBMS bearer(s).

NOTE 4:
The UnmapGroupFromBearer message can be sent as part of other messages.

NOTE 5:
The UnmapGroupFromBearer message and the MapGroupToBearer message can be combined, to facilitate switching bearers in one signalling step, as necessary.

*** END OF CHANGES ***
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